INTRODUCTION

Cybersecurity has never been more important. The proliferation of digital services and connected devices, and the concomitant spread of personal information, has generated tremendous benefits for consumers and the economy. However, it has also fed a growing body of hackers and criminal enterprises who seek to profit by exploiting cybersecurity vulnerabilities in either the storage or transmission of sensitive data. Moreover, given our increasing reliance on digital technologies and services, even mere human error in cybersecurity practices can now cost real human lives.

While market forces can discipline cybersecurity practices to some degree, government regulation will likely still be necessary to ensure that certain areas, like emergency services, maintain adequate cybersecurity. Additionally, given the complex nature of cybersecurity and the difficulties many consumers have in understanding how to value security against other factors — like privacy, convenience and cost — the impact of market forces may be limited in this area, and government regulation may be necessary in order to protect consumers or competition from harmful practices, at least until the nascent cyber-insurance industry gets off the ground.

Of course, the cybersecurity practices maintained by the U.S. government are vitally important today, both in the context of data breaches and cyberattacks. However, the present study focuses on practices currently employed in the private sector, such as those maintained by broadband providers, websites, applications and other private actors in the internet ecosystem. Such commercial cybersecurity practices are overseen by the Federal Trade Commission (FTC), sometimes in coordination with sector-specific agencies like the Securities and Exchange Commission (SEC), the Department of Health and Human Services (HHS) and the Federal Communications Commission (FCC). While the FTC’s coordination with the SEC and HHS is generally well-defined, coordination between the FTC and FCC has


been rendered murky by jurisdictional turf wars and shifting responsibilities between the two agencies.⁸

The FTC is a general-purpose competition and consumer-protection agency, with broad jurisdiction, flexible legal standards, multiple enforcement tools and substantial experience regulating commercial cybersecurity practices. By contrast, the FCC is a sector-specific agency charged with regulating the communications industry. Compared to the FTC, the FCC’s jurisdiction is more limited, as are its enforcement tools, but it has more experience regulating cybersecurity in certain areas, and it has the authority to supplement its flexible legal standards with more specific rules. On balance, the FTC is better suited to regulate commercial cybersecurity practices, and ideally it would handle as much of that task as possible. However, given the overlap between the scope and expertise of the two agencies, the FCC also has a key role to play. For this reason, it is of the utmost importance for these roles to be clearly defined and for each agency to know precisely what responsibilities it has in order to avoid regulatory conflicts.

There are multiple options for how roles and responsibilities for commercial cybersecurity regulation could be divided between the FTC and FCC. For example, responsibilities could be divided based upon whether the data in question is “at rest” or “in transit.”⁹ Alternatively, the FCC could regulate the cybersecurity of all “common carriers,” while the FTC regulates everyone else. However, the most logical division of responsibilities is for the FCC to regulate the cybersecurity of all “common-carrier services,” including emergency services, while the FTC regulates all other commercial cybersecurity practices. This division could be achieved within existing law, but it may be advisable for Congress to step in and cement these roles via legislation.

### CYBERSECURITY REGULATION AT THE FTC

The FTC is a general-purpose competition and consumer-protection agency, with broad jurisdiction, flexible legal standards, multiple enforcement tools and substantial experience in regulating commercial cybersecurity practices.¹⁰ It is relatively well-suited to cybersecurity regulation, and it has substantial experience in the area, with several notable feathers in its enforcement cap, as well as an internet ecosystem that has been thriving under its watch.¹¹

There is certainly much that could be improved about the FTC’s investigatory processes, the use of its enforcement authority and its jurisdictional limits,¹² but when it comes to commercial cybersecurity regulation, the agency remains the most qualified federal agency in the United States. For this reason, it would be ideal for it to handle all commercial cybersecurity regulation, or at least to all of it as possible, in order to ensure consistency in both standards and enforcement throughout the internet ecosystem.

#### Jurisdictional scope

The FTC administers the Federal Trade Commission Act,¹³ which includes general authority to police “unfair methods of competition”¹⁴ and “unfair or deceptive acts or practices”¹⁵ on a case-by-case basis,¹⁶ as well as several limited grants of rulemaking authority to cover specific areas of particular concern, like credit reporting,¹⁷ health information¹⁸ and children’s advertising.¹⁹ Its jurisdiction is broad, but limited by several specific exclusions in Section 5(a)(2), including, notably, “common carriers subject to the Acts to regulate commerce,” which includes Title II of the Communications Act.²⁰

This limitation on the FTC’s jurisdiction, generally referred to as the “common-carrier exemption,” historically has meant that telephony services — as common-carrier services covered under Title II of the Communications Act — were outside the FTC’s jurisdiction and could only be regulated by the FCC. However, in early 2015, the common-carrier exemption grew in scope when the FCC reclassified broadband internet access service (“broadband”) under Title II of the Communications Act.²¹ This stripped the FTC of its authority to regulate such services.
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9. Data in transit is moving actively across a network, such as the internet. Data at rest is stored on a device or in some other media, but not transiting a network.
The FCC has recently begun the process of reversing the 2015 Open Internet Order’s Title II reclassification,\textsuperscript{22} which would restore the FTC’s jurisdiction over broadband, but the outcome of this proceeding is far from certain and it could likely be reversed by a future FCC. Thus, many scholars have recently called for Congress to eliminate or amend the common-carrier exemption to give the FTC clear authority over broadband, irrespective of how the FCC classifies it going forward.\textsuperscript{23} Such an action would resolve the FTC-FCC jurisdictional turf war, but would leave substantial overlap between the purviews of the two agencies. As such, a clear division of responsibilities would still be required in order to avoid future conflicts.

**Legal standards and tools**

The FTC’s legal standards for regulating commercial cybersecurity practices are the prohibitions in Section 5 of the FTC Act on “unfair methods of competition” and “unfair or deceptive acts or practices in or affecting commerce.”\textsuperscript{24} The former prohibition is the source of the FTC’s antitrust authority, while the latter is the source of its consumer-protection authority.

While cybersecurity practices could theoretically constitute unfair methods of competition, it is more often the case that cybersecurity enforcement actions are brought under the FTC’s unfairness and deception authority.\textsuperscript{25} Using this authority, the FTC has brought more than 60 enforcement actions against private companies for maintaining inadequate cybersecurity practices.\textsuperscript{26} Assuming the FTC can prove that the cybersecurity practices in question did violate Section 5 in such cases, the agency has multiple tools available to remedy the unlawful conduct, including “implementation of comprehensive privacy and security programs, biennial assessments by independent experts, monetary redress to consumers, disgorgement of ill-gotten gains, deletion of illegally obtained consumer information, and provision of robust transparency and choice mechanisms to consumers.”\textsuperscript{27}

In addition to case-by-case enforcement, the FTC also holds public workshops, issues reports, conducts surveys and offers other types of informal guidance to consumers and businesses about how to maintain good cybersecurity.\textsuperscript{28} Unlike formal adjudications, such informal guidance is not binding on the agency, which makes it significantly less valuable to businesses trying to ensure that their cybersecurity practices comply with the law. However, in *FTC v. Wyndham Worldwide Corp.*, the Third U.S. Circuit of Appeals held that such informal guidance, on its own, can provide industry with enough guidance to comport with constitutional due process.\textsuperscript{29}

**Enforcement experience**

Since 2002, the FTC has brought hundreds of enforcement actions in the areas of privacy and data security, with more than 60 on the latter issue alone.\textsuperscript{30} This enforcement experience is substantial, and it includes key victories for consumers against such major tech companies as Uber,\textsuperscript{31} Oracle,\textsuperscript{32} Snapchat,\textsuperscript{33} Twitter\textsuperscript{34} and Microsoft.\textsuperscript{35}

With only three exceptions, every cybersecurity enforcement action brought by the FTC has resulted in a consent decree. Under these decrees, the FTC can obtain certain remedies — such as remediation measures and compliance monitoring — that would be otherwise unavailable in an enforcement action. Such added flexibility can provide significant benefits for consumers, the agency and the parties to the enforcement action (who can avoid admitting liability in exchange for voluntarily agreeing to perform certain steps to remediate the problem). However, such consent decrees do not provide formal guidance to other industry actors on how to comply with the law going forward, in true common-law style.

Past FTC commissioners have touted the benefits of consent decrees, even going so far as to describe their enforcement style as the “common law of consent decrees,” but the lack of formal guidance to industry creates substantial uncertainty.\textsuperscript{36} More recently, the FTC has made a commendable effort to
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establish more formal guidance in the area of cybersecurity, both by litigating more cases in court\textsuperscript{38} and by issuing more closing letters when an investigation determines that no violation has occurred.\textsuperscript{39} These positive steps suggest that the FTC has recognized the importance of formal guidance in the area of cybersecurity. One hopes the agency will continue working to establish formal guidance going forward as cybersecurity practices and threats continue to evolve.

**CYBERSECURITY REGULATION AT THE FCC**

In contrast to the FTC, the FCC is a sector-specific agency charged with regulating the communications industry. Accordingly, its jurisdiction is more limited, as are its enforcement tools. However, the FCC has more experience regulating cybersecurity in certain areas, and it also has broad authority to supplement its flexible legal standards with more specific rules, as necessary.

For these reasons, it is sensible for the FCC to continue regulating cybersecurity practices in the areas where it is the relative expert, such as with emergency services. However, the lion’s share of cybersecurity regulation should be done by the FTC, given its more comprehensive jurisdiction, enforcement tools and institutional experience. The question that remains is where the line between the two should be drawn.

**Jurisdictional scope**

The FCC administers the Communications Act of 1934, as it has been amended over the years to embrace new technologies and facilitate the transition from a nationwide monopoly telecommunications network to a competitive environment.\textsuperscript{39} Provided in Title I of the Communications Act, the FCC’s jurisdictional scope covers “all interstate and foreign communications by wire or radio.”\textsuperscript{40} The remainder of the Communications Act provides more specific regulatory authority for certain types of communications, including telecommunications services (Title II), broadcast services (Title III) and multichannel video programming services (Title VI).

Critically, the FCC has consistently distinguished between communications, on the one hand, and computer processing, on the other.\textsuperscript{41} While the former has traditionally been heavily regulated as a common-carrier service under Title II of the Communications Act, the latter has traditionally been only lightly regulated under Title I of the Communications Act, unless the computer processing at issue is merely being used to operate a communications network.\textsuperscript{42}

In the early 2000s, the FCC classified broadband service as an integrated “information service” under Title I of the Communications Act, which left the FTC free to regulate broadband service under its Section 5 authority. This decision was upheld in a 6-3 U.S. Supreme Court decision in 2005.\textsuperscript{43} However, in early 2015, the FCC reversed course and reclassified broadband under Title II, finding that the computer processing inherent in broadband service fit within the exception for management of a telecommunications network.\textsuperscript{44} This change in policy was upheld 2-1 in 2016 by the U.S. Court of Appeals for the D.C. Circuit,\textsuperscript{45} although the possibility of Supreme Court review remains.\textsuperscript{46} The commission is also currently considering whether to undo the 2015 order’s Title II reclassification on its own.\textsuperscript{47} At least for now, the FCC has broad authority to regulate broadband (under Title II), and the FTC has no regulatory authority over broadband, including the cybersecurity practices maintained by broadband providers.

**Legal standards and tools**

Under Title II of the Communications Act, the FCC has broad authority to regulate not only telecommunications services (which currently includes broadband), but also all “charges, practices, classifications, and regulations for or in connection with” broadband.\textsuperscript{48} Thus, while the FTC has lost its authority to regulate broadband (under Title II), and the FTC has no regulatory authority over broadband, including the cybersecurity practices maintained by broadband providers, to ensure that they are “just and reasonable.”\textsuperscript{49}

In terms of legal standards, the FCC’s “just and reasonable” standard is similar to the FTC’s “unfair or deceptive” one, in
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that a practice that is unfair or deceptive would also surely be unjust or unreasonable. Indeed, the terms “just” and “reasonable” are synonyms, so the FTC’s unfairness and deception standards are basically more specific iterations of the FCC’s.

However, while the FTC’s rulemaking authority is strictly limited, the FCC has broad rulemaking authority that it can use to supplement its flexible legal standards with more specific requirements. So, for example, if the FCC decided that all broadband providers should be required to implement a certain feature into their cybersecurity practices — such as two-factor authentication or biometric identification — the agency could accomplish such a goal via adjudication or rulemaking. The added benefit of broad rulemaking authority may be useful in the context of cybersecurity. However, because such rules are more permanent — and, thus, less flexible — than adjudicatory precedent, they can also be harmful if they become outdated and ineffective or counterproductive as a result.

In terms of enforcement tools, the FCC’s options are more limited than the FTC’s. Like the FTC, the FCC can issue consent decrees with various behavioral requirements, but only if the party agrees to settle the FCC’s investigation. If the party at issue refuses to settle, the only remedy available to the FCC is a fine, the proceeds of which go to the U.S. Treasury Department. Unlike the FTC, the FCC has no authority to order consumer redress, including disgorgement of ill-gotten gains and refunds. The FCC also has a statute of limitations of one year, while the FTC’s statute of limitations in civil enforcements is five years.

Enforcement experience

While the FCC has substantial experience regulating the cybersecurity of certain services, including mobile telephony and emergency services, its experience regulating cybersecurity more broadly is quite limited. Indeed, the body within the FCC tasked with such regulation, the Cybersecurity and Communications Reliability Division, is housed within the FCC’s Public Safety and Homeland Security Bureau, which indicates the limited scope of its activities.

Outside the context of calling records, E911 and emergency alerts, the FCC has brought only a single enforcement action regarding cybersecurity, which resulted in a consent decree and thus established no binding legal precedent. The FCC has also published some informal guidance on cybersecurity practices on its website, but the usefulness of such guidance to industry seems very limited, even as far as informal guidance goes.

Of course, in the context of emergency services, the FCC has substantial experience bringing enforcement actions for inadequate cybersecurity practices. Without a doubt, it is the agency with the most experience in that area. For this reason, it should continue to regulate emergency services going forward, including the cybersecurity practices maintained by providers of such services. However, outside this discrete area, the FTC arguably is better suited to regulate commercial cybersecurity practices.

JURISDICTIONAL OVERLAPS AND REGULATORY CONFLICTS

As previously mentioned, the FCC’s 2015 Open Internet Order sparked a jurisdictional turf war between the FCC and FTC, which was focused on the common-carrier exemption in the FTC Act. While much of the battle hinges upon the FCC’s regulatory classification of broadband, the fight over Title I versus Title II is not the only relevant consideration here. Another important source of conflict is the interpretation of the exemption itself.

Both FTC and FCC officials have long maintained that the common-carrier exemption is activities-based, rather than
status-based. Under the FTC’s interpretation, if a corporation offers some common-carrier services (e.g., telephony) and some other services (e.g., home security monitoring), then the common-carrier services are outside its jurisdiction, but it is still free to regulate all the other services. However, in a recent case against AT&T, a panel of judges in the Ninth U.S. Circuit Court of Appeals found that the common-carrier exemption is actually status-based. Under that interpretation, if a corporation offers any common-carrier services, then the corporation is a common carrier and the FTC has no authority over its business practices.

This interpretation is perhaps reasonable in the context of AT&T, which mainly offers various forms of communications services, but the interpretation could lead to truly absurd results in other contexts. For example, if AT&T completes its pending acquisition of Time Warner, the status-based interpretation would mean that Time Warner (the content conglomerate behind HBO, not to be confused with the cable company that recently merged with Charter Communications and Bright House Networks) is immune from FTC oversight. Even worse, the status-based interpretation would put a company like Alphabet, which provides some common-carrier services through its Google Fiber and Project Fi subsidiaries, completely outside the FTC’s jurisdiction, and would leave the FCC as the only agency with authority to regulate other Alphabet subsidiaries, like Google and YouTube, both of which offer no communications services. It would also potentially allow a corporation to evade all FTC jurisdiction simply by acquiring a de minimis amount of common-carrier services (e.g., a small telephone company in rural Alaska), which potentially creates even more havoc in the legal system.

Thankfully, the full Ninth Circuit has agreed to rehear the AT&T case en banc, and has indicated that the panel’s decision should not be cited as legal precedent. This suggests the status-based interpretation may soon be overturned in favor of the activities-based interpretation, but at least for now, the conflict between the FTC’s and FCC’s jurisdictions is intractable (at least, in the Ninth Circuit’s jurisdiction). If the panel’s decision is not overturned by the full Ninth Circuit or by the Supreme Court, Congress must step in as soon as possible to settle the issue and clarify that the FTC

Act’s exemption is only over common-carrier services, and not common carriers, writ large.

POTENTIAL DIVISIONS OF RESPONSIBILITY

In dividing responsibilities for commercial cybersecurity regulation between the FTC and FCC, there are multiple options available. One would be for the FCC to regulate the cybersecurity of data “in transit” while the FTC regulates the cybersecurity of data “at rest.” A second option would be for the FCC to regulate the cybersecurity of all common carriers, while the FTC regulates the cybersecurity of all other commercial entities. A third option would be for the FCC to regulate the cybersecurity of common-carrier services, while the FTC regulates the cybersecurity of all other commercial services.

Each of these potential options has benefits and drawbacks, which will be discussed in turn. While each option has some appeal, on balance, the optimal division of cybersecurity responsibilities seems to be the third one, wherein the FCC is in charge of regulating the cybersecurity practices of common-carrier services, including emergency services, while the FTC regulates all others.

Data in transit

One option for dividing responsibilities for commercial cybersecurity regulation would be to focus on the nature of the data that needs protection. A common distinction made in the study of cybersecurity is between data “at rest” and data “in transit.” Cybersecurity is important for data in both of these states, since hackers can compromise data while it is “at rest” on a computer — a typical breach scenario — or while it is “in transit” over a communications network — a typical man-in-the-middle scenario.

The main appeal of dividing responsibility for commercial cybersecurity regulation along these lines is that it largely mirrors the traditional distinction the FCC has made between communications and computer processing. Theoretically, given the FCC’s experience ensuring network reliability and the integrity of communications — including telephony and other services, like emergency alerts — it could be best able to safeguard against man-in-the-middle attacks that take place mid-communication (i.e., while data are in transit from one place to another). This would leave the FTC to focus on the cybersecurity of data at rest.
While conceptually appealing, there are significant drawbacks to this division of responsibilities. For example, some cybersecurity researchers make a further distinction between data states, including data “in use” as a third category. The lines between “at rest,” “in use” and “in transit” may be very difficult to draw in practice and could lead to the very regulatory conflicts the division of responsibilities seeks to avoid.\(^{70}\) Moreover, there is substantial overlap between the security practices used to protect data at rest and data in transit (e.g., encryption), so having two different agencies oversee the implementation of the same cybersecurity practices would be inefficient, at best, and counterproductive, at worst, if the guidance issued by the FTC conflicts with that issued by the FCC.

Thus, while dividing responsibilities along the lines of what state the data at issue are in has some conceptual appeal, this division would likely not work very well in practice.

**Common carriers**

A second option for the division of responsibilities would be to focus on the type of business being regulated. As discussed above, the FTC has no jurisdiction over common carriers — at least, insofar as they offer common-carrier services, if not across the board. So, theoretically, the FCC could be responsible for regulating the cybersecurity of all common carriers while the FTC is responsible for regulating all other business entities.

This structure is currently the law of the land within the Ninth Circuit’s jurisdiction. However, as discussed above, it could potentially lead to some absurd outcomes, where the FCC is tasked with the responsibility of regulating services that in no way resemble the communications services with which it has experience. Of course, some might prefer that the FCC use its broader common-carrier and rulemaking authority to regulate major tech companies, like Facebook and Google.\(^{71}\) However, for various reasons, this approach would be a huge mistake.\(^{72}\)

Arguably, it may be simpler for regulatory authority over a company to be assigned to a single agency, rather than having multiple agencies regulate separate services offered by a single company, based on the nature of those services. However, that simplicity would come at significant cost, as it may require the FCC to regulate services that are outside its area of expertise and with tools that are unfit for the purpose.

While the Ninth Circuit effectively endorsed this division of responsibilities, the decision will hopefully be overturned in the near future. The assignment of regulatory authority over an entire company simply because it offers some type of common-carrier service is unwise, and thus this option is not a viable one.

**Common-carrier services**

A third possibility for dividing responsibility for commercial cybersecurity regulation would be to focus on the nature of the services being regulated. Specifically, the FCC could be responsible for regulating the cybersecurity of all common-carrier services, while the FTC regulates the cybersecurity practices of all other services. This is the division of responsibilities that the FTC and FCC both endorsed, with respect to the common-carrier exemption being activities-based rather than status-based. For this reason, restoring such a division would help resolve the ongoing jurisdictional turf war between the two agencies. This option would also allow the FCC to focus on what it knows best (i.e., how to maintain the reliability of communications networks) without tasking it with regulating areas outside its experience and expertise.

However, even if the distinction between common-carrier and other services is clearly the most sensible division, the question remains as to whether the FCC’s common-carrier authority covers broadband or merely telephony. The FCC clearly has the most experience and expertise regulating the latter, and for this reason, it should continue to do so, along with other services that utilize the Public Switched Telephone Network and North American Numbering Plan. Crucially, this would cover E911 and emergency alert systems, which have long been overseen by the FCC’s Public Safety and Homeland Security Bureau. Whether the cybersecurity of broadband should be regulated by the FCC, FTC or both, is a more difficult question.

Comparatively, the FTC has more experience regulating broadband cybersecurity than the FCC, which has had chief responsibility in the area for only a couple of years. Moreover, given the overlap between the cybersecurity practices relevant to broadband service and those relevant to other services (encryption, firewalls, etc.), it is likely that the FTC’s broader cybersecurity experience could be very useful in the context of broadband. Thus, the FTC should have authority over broadband cybersecurity.

For that to happen, either the FCC must undo the 2015 Open Internet Order’s Title II reclassification, or Congress must repeal or amend the common-carrier exemption in the FTC Act to give the FTC clear authority over broadband. Both of these actions have merit, and it is unclear if one should necessarily be done to the exclusion of the other. It is, however, imperative that at least one be done, if not both. The result
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may be a jurisdictional overlap between the FTC and FCC, but regulatory conflicts can still be avoided in such a case through effective communication between the two agencies when it comes to guidance and enforcement. This is the most logical division of responsibilities for commercial cybersecurity regulation between the FTC and FCC, and it should yield the optimal regulatory outcomes in practice.

CONCLUSION

Given the vast importance of cybersecurity in the modern world, it is vitally important that sensible market-based and regulatory mechanisms are available to discipline cybersecurity practices. There are multiple options for how responsibilities for commercial cybersecurity regulation could be divided between the FTC and FCC. However, the most logical division of responsibilities is for the FTC to regulate the cybersecurity of all “common-carrier services,” — including telephony and emergency services — while the FTC regulates the cybersecurity practices of all other services, including broadband. Depending on the future of broadband regulation at the FCC, both agencies may have a role to play in regulating broadband cybersecurity. But if such jurisdiction is to be given to both agencies, regulatory conflicts between the two must be avoided through proper cooperation and coordination.
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